**附件1、市场调查函**

致：广州医科大学附属番禺中心医院

根据贵方发布的《广医附属番禺中心医院态势感知平台及云防护系统升级维护服务》项目市场调查公告，本人代表供应商 （供应商名称）参加市场调查，并提交方案及报价文件。

据此函，本人宣布同意如下：

1．本项目提供和交付的系统总价为：

 （人民币）， （大写）。

2．我方郑重承诺：我方同意贵方有权要求我方按照用户需求书的要求提供货物和服务。

3．我方的方案报价文件自截止之日起有效期为为1年。

4．我方同意提供按照贵方可能要求的与我方市场调研有关的一切数据或资料，理解贵方不一定要接受最低价的报价或收到的任何报价。

5．与本谈判有关的一切正式往来通讯请寄：

地址： 邮编：

办公电话： 传真：

供应商法定代表人姓名、职务（印刷体）：

移动电话：

供应商名称：（公章） 年 月 日

**附件2 授权委托书**

委托人（供应商）： （供应商名称）。

受委托人： （受委托人姓名），性别： ，民族： ，出生年月日： ，身份证号码： ，电话： 。

兹委托上列受委托人担任委托人的代理人，代理参加《广医附属番禺中心医院态势感知平台及云防护系统升级维护服务》市场调查活动。受委托人代理权限如下：

1. 提交方案及报价文件（含补充、修改文件），或者撤回已提交的方案及报价文件（含补充、修改文件）；
2. 依法参加市场调查开封仪式、市场价调查研会议等活动；
3. 对不合理对待提出由委托人确认的质疑函、投诉书；
4. 参加市场价格调研谈判；
5. 办理交货、参加工程验收、提供服务。

上列受委托人在上述授权范围和代理权限内，在有关文件上签名委托人予以承认，产生的权利归委托人享有，义务由委托人承担，民事责任由委托人和受委托人共同承担。

委 托 人（公章）：

年 月 日

## 附件3 报价格式要求

广州医科大学附属番禺中心医院：

在研究了方案和有关文件后，我们就《广医附属番禺中心医院态势感知平台及云防护系统升级维护服务》项目的报价明细如下：

服务期： 3年。

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **序号** | **产品名称** | **功能服务介绍** | **数量（年）** | **品牌** | **单价（元）** | **总价****（元）** | **备注** |
|  | 云防护 | 包括：Web应用安全防护、CC攻击防护、区域访问控制、网站一键关停、网站永久在线、安全防护报告、安全可视化大屏，同时提供远程人工7\*24小时运维以及应急响应服务； | 3 | 安恒 |  |  |  |
|  | 态势感知 | 1. 基于实时流数据为用户提供安全分析能力和风险告警及多维度可视化展示。为企业安全提供决策依据、提高企业信息安全的纵深防御能力。包含以下引擎和模块： 1、智能化威胁检测引擎 2、多维度攻击溯源引擎 3、场景化威胁感知引擎 4、集成化联动响应引擎 5、启发式威胁狩猎引擎 6、安全运营工作台模块 7、可视化模型编排引擎 8、多租户运营管理模块 9、重大活动保障模块

 10、资产管理模块。1. 提供大数据分析和计算能力，包括基础大数据计算模块和分布式事件处理模块。支持横向平滑扩展，可以通过增加硬件服务器数量的方式增加平台集群的计算处理性能。包含以下引擎 1、BaaS 大数据平台 2、CDPS 分布式复杂事件处理引擎
2. 1、内置威胁情报订阅模块的能力，帮助产品实现实时定位、预警、降噪以及分析威胁趋势； 2、支持在线和离线更新威胁情报数据； 3、支持在平台中在线查询情报(如IP/域名)，查询结果包括：威胁类型、情报来源、WHOIS、开放端口、关联情报、SSL证书、样本分析等多个维度的溯源结果； 4、威胁情报云端能力：提供海量的威胁情报数据、持续更新IP情报、域名情报、哈希情报、漏洞情报、APT情报、事件情报等
 | 3 | 安恒 |  |  | 特征库升级，系统故障处理维护服务。 |
|  | 态势感知 | AI版本迭代升级服务 | 3 | 安恒 |  |  | 支持AI“恒脑”对接及联动 |

供应商（公章）：

年 月 日+

**附件4其他资料**

1、营业执照

2、企业规模声明函

3、提供报价依据，可为同类项目合同扫描件

4、要求提供整体实施方案